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Foreword

Our personal and professional worlds are increasingly digital, and the information 
we share in this digital economy is proliferated across a multitude of networks. 
These networks have become so ubiquitous that we often engage with them without 
deliberate thought as to the information we provide. Whether playing online games, 
building our social network, conducting financial transactions, or shopping online, 
each time we engage with a network we provide another block of information. Each 
block of information on its own may seem innocuous; however, hackers have built 
a prosperous business by obtaining and consolidating disparate blocks of data into 
sensitive, saleable information.

While the risks with our personal information are immense, the risks to busi-
nesses are astronomical. In addition to maintaining legal compliance, ensuring the 
security of the business network is central to safeguarding a company’s intellectual 
property, reputation, and relationships with its customers and suppliers. This is par-
ticularly germane in supply chain as suppliers are often the gateway into large orga-
nization networks. We’ve all heard countless examples of security breaches that 
originated in the supply chain, including the breach of Target’s network which 
resulted in the theft of 40 million credit card numbers. Then there was the theft of 
21.5 million records with highly sensitive personal information from the 
U.S. Government’s Office of Personnel Management, and the pre-installation of a 
malicious app to steal passwords and credit card information on Android devices. In 
each of these cases, the hackers gained access through a supplier’s network. Cyber 
breaches, such as these, have caused significant financial harm to businesses, from 
disrupting operations to extortion to industrial espionage. The reputational damage 
can be so severe that many businesses do not report breaches.

Without a doubt, such breaches have a drastic effect on consumers and busi-
nesses—with both short and long term effects. As society’s dependence upon digi-
tization increases so does the importance of cybersecurity. We’re moving into a 
space of autonomous vehicles, increased internetworking of devices through adop-
tion of the Internet of Things (IoT), wearables, and blockchain for records management 
and payment—all of which rely on sharing information across copious networks. 
The migration to cloud services, integration of suppliers, and implementation of 
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applications to analyze big data have resulted in the centralization of data. This is a 
huge target for hackers as it provides unparalleled access to massive amounts of 
data with just one attack. Thus, the protection of our networks is crucial.

We are reaching a tipping point. With the increased interconnectivity and con-
solidation of vast amounts of data, we’re likely to experience an increase in cyber 
breaches. At the same time, we have a global shortage of professionals entering the 
cybersecurity field. The 2015 (ISC)2 Global Information Security Workforce Study1 
projected a shortfall of 1.5 million workers in cybersecurity by 2019. The study also 
showed that women comprised a mere 10% of the cybersecurity workforce global-
ly.2 Diversity is key to innovation, thus attracting women to this field is vital. In 
addition to diverse thought, women bring an inherent ability to collaborate, multi-
task, empathize, and take a holistic approach to problem solving. Since data is 
spread across multiple nodes and affects a wide range of people, protecting net-
works often requires bringing many organizations together to employ a holistic 
solution and secure our data. We need the skills that women bring if we are going to 
successfully address cybersecurity risks.

The scarcity of role models and mentors is one of the key obstacles in attracting 
women to this field. Several organizations have worked tirelessly to increase aware-
ness of this field and attract and advance women in cybersecurity. This book is a 
milestone. The women are accomplished, talented, fierce, and, above all, excellent 
role models. The background of these innovative women in cybersecurity and their 
depth of knowledge will inspire other women. I encourage you to read this book, be 
inspired, and take action to address this important topic.

 M.L. Peck

1 The 2015 (ISC)2 Global Information Security Workforce Study, Frost & Sullivan, April 16, 2015, 
https://www.isc2cares.org/uploadedFiles/wwwisc2caresorg/Content/GISWS/FrostSullivan-
(ISC)2-Global-Information-Security-Workforce-Study-2015.pdf
2 Women in Security: Wisely Positioned for the Future of InfoSec, Frost & Sullivan, 2015, https://
www.isc2cares.org/uploadedFiles/wwwisc2caresorg/Content/GISWS/2015-Women-In-Security-
Study.pdf
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